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What needs to change?

There's no overlap in vulnerabilities.

Human with a keyboard is biggest vulnerability.

No cost in cybercrime - just takes time.

It's a human adversary.

How do we respond to threats on infrastructure?

How can you detect & act?

Set policy on the speed.

What's the trend?

What policy changes are needed?

We need to know what's good enough?

More investment.

Set policy on the speed.

What's the trend?

Collect the data.

Russia are the fastest.

Lack of understanding.

How do we react?

Depends on your adversary.

You have different times to react.

Aggregate the data.

Improve technology.

Share the data.

Educate.
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We are narrowing down on solutions.

UE.

Cyberwar has limitations.

Apple suffers from jail break.

No deterrence by intrusion.

No investment.

What needs to be a mission to create a more security culture.

What's the good enough?